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1. Who will authorize and be responsible for loading security patches/virus updates to the system (vendor, medical maintenance, Information Mgmt Division)?
· All medical systems require special testing and authorization prior to loading software
2. Does this system have the capability to access the internet? 
3. How are changes loaded?
4. How will the vendor support the system (via the web, on site)?  
· Modems are not allowed on a system when hooked up to the network. 
5. Where is the patient data stored? 
6. What other systems does this piece of equipment interface with? 
7. If this system interfaces with other systems, is the data one way, two ways, or both ways?
8. What is the operating system and can the vendor support changes to the operating system if security issues require this?
9. What is the impact on band width and can the network support it?
10. Are network connections required and if so who will be responsible for installing them?

11.  Is there adequate space for punch downs, switch ports and IP addresses? (Provided by the network branch).
12. Is there adequate power in the area?  Will the system require an UPS?
13. Are service contracts required and who will initiate the renewals?
14. Is there a requirement for special software and are there adequate licenses?
15. Is there a requirement for data backups and who will perform these?
16. What is the classification and sensitivity of the data?
17. Does the system require a DITSCAP/Accreditation?
